
EFCOG Best Practice #258 

Best Practice Title: Washington River Protection Solutions (WRPS) Earned Value Management System 
(EVMS) Self-Governance Assessment Battle Rhythm. 

Facility: Tank Operations Contractor Washington River Protection Solutions (WRPS), Hanford Site, 
Richland Washington 

Point of Contact: Tony Spillman, Manager, Project Management Programs, WRPS Hanford 509-372-
9986, Anthony_W_Spillman@rl.gov 

Brief Description of Best Practice: This best practice is based on the Department of Energy (DOE) Office 
of Project Management (PM) Project Controls Division, Earned Value Management Systems Compliance 
Review Standard Procedure (ECRSOP), Appendix A Compliance Assessment Governance (CAG) 
requirements (below) and identifies a useful approach to the establishment of an effective, and scalable 
implementation and roll-out of the IP2M METRR process. 

While DOE-PM’s IP2M METRR approach is effective in determining earned value (EV) compliance, it 
must be supported by a contractors EV self-governance plan, approach, and implementation of frequent 
EV assessments to assure compliance with both the contractors EV system description, and the DOE 
requirements.  

Frequent assessment through contractor self-governance provides the best opportunity to validate 
process implementation and the related data and information are current, accurate, complete, 
repeatable, auditable, and compliant (CACRAC). The assessment “Battle Rhythm” also provides an early 
warning of data and information that indicate the process, tools, or resources are not being 
implemented as intended, and/or the data and information is indicating a deviation from the plan. 
Metric thresholds should be analyzed carefully, with corrective actions for the conditions allowing or 
facilitating the issues/concerns. 

This best practice provides demonstration of the type of contractor self-governance assessments (see 
Figure 1, below), necessary to assure the health and effectiveness of Earned Value Management System 
(EVMS). Demonstration of the self-governance assessments validates the EVMS is working as intended, 
it can also provide objective evidence to a review team in the case of an uncertified system, or may, with 
customer approval, provide the necessary checks and balances necessary, when a certified EVMS is not 
required. 

Once the accounting/reporting period closes, scheduled (along with any current special emphasis 
concerns), assessments are performed consistent with the Project Controls System Description - TFC-
PLN-147 and the EVMS Self-Governance Surveillance Plan, as described below. Once performed, the 
results are shared with the projects/programs/functions and the management chain for factual accuracy 
or “Facuracy.” If necessary, adjustments are made and the results of all assessments are summarized 
and presented to the WRPS EVMS Governance Board by the Project Management Programs Manager 
(see Figure 2, below). 

The monthly WRPS Self-Governance Board Presentation Meeting is chaired by the Project Manager 
(PM)/Company President and attended by the PMs direct reports. Other team members include project 
specific PMs, functional managers, and Project Integration. 



WRPS Project Controls System Description - TFC-PLN-147  

WRPS management will ensure compliance of the EVMS through surveillance programs. EVMS 
surveillance is the process to review the health of the WRPS EVMS applied to one or more projects and 
will validate that the WRPS EVMS is effectively used to manage technical, schedule and cost 
performance. A routine surveillance process ensures that key elements of the EVMS process are 
maintained over time and on subsequent applications. A formal EVMS surveillance is prepared and 
issued at least annually for submittal to the DOE-ORP. The WRPS surveillance plan is found in TFC PLN 
141. 

Tank Operations Contractor EVMS Self-Governance Surveillance Plan - TFC-PLN-141 

The EVMS self-governance surveillance program is used to assure compliance to DOE’s Office of Project 
Management Oversight and Assessments (PM-30) current requirements (as expressed in the ECRSOP 
CAG and Guideline Attributes Tests to evaluate and assure the ongoing health of the EVMS process 
applied to the Tank Operations Contract (Contract) (DE AC27 08RV14800) (5.1.1), in accordance with 
Electronic Industries Alliance (EIA)-748 (current version) “Earned Value Management Systems.”  (5.1.2) 

This EVMS self-governance surveillance program assesses the compliant application of the Electronic 
Industries Alliance (EIA) -748 32 Guidelines using the Office of Project Management (PM) Earned Value 
Management Systems Compliance Review Standard Operating Procedure (ECRSOP) - Appendix A: 
Compliance Assessment Guidance (CAG). 

In-addition, WRPS uses the surveillance program to further assess the earned value quality data and 
information (QDI) level using the “Code of Business Ethics and Conduct” tenets of CACRAC. CACRAC is 
defined as: 

• Current. As agreed to or directed, such as time now, end of reporting period, or a 
predetermined specific period of time. Unless the data is current, any use of the data to reflect, 
project, or trend will be yesterday’s news. Current is the linchpin of each of the other 
characteristics. If your data and information is not current, there is no need to worry about 
accurate, complete, repeatable, or auditable. It would be better to start over. 

• Accurate. Without error, mistake, miscalculations, or anomalies. If the data is not accurate, 
there is no need to be concerned about current, complete, repeatable, or auditable. It would be 
better to start over. 

• Complete. Comprehensive, all-inclusive, total, or entire. If the data is not complete, then 
current, accurate, repeatable, and auditable do not provide the intended value because you are 
not seeing the entire picture. 

• Repeatable. The ability to reproduce current, accurate, complete, and auditable results. If the 
process is not repeatable, it cannot be demonstrated or validated, and deficiencies cannot be 
pinpointed and resolved. 

• Auditable. The ability to trace the source through the entire system/process to validate the 
results. The inability to audit data or information places both the process and results in an 
indeterminate status with respect to data/information credibility/trustworthiness. 

• Compliant. Demonstrated as meeting the “current, accurate, complete, repeatable, and 
auditable” characteristics described above and as meeting specific requirements of applicable 
governing policies, requirements, procedures, guides, or practices. 



In addition, the WRPS Code of Business Ethics and Conduct “Fundamentals of Business Data and 
Information” requires: 

• TOC team members are required to ensure that all data and information are Current, Accurate, 
Complete, Repeatable, Auditable, and Compliant/Trustworthy with applicable governing 
requirements. This condition is achieved through the performance of validation checks, which 
ensure our data and information are trustworthy and can be reliably used by stakeholders to 
make informed decisions.  

• These are business fundamentals that apply to individually, organizationally, and/or system-
generated data and information. Knowingly passing data, which is NOT Current, Accurate, 
Complete, Repeatable, Auditable, or Compliant/Trustworthy or willfully bypassing/manipulating 
validation checks or the lack of validation checks, without full 
disclosure/identification/annotation is considered a violation of these “Ethical and Compliant 
Business Practices” found in this “WRPS Code of Business Ethics and Conduct.” 

 

Figure 1 

EVMS Self-Governance Assessment Schedule/Metrics 

 

 



Figure 2 

EVMS Governance Board Presentation 

 

 



 

 



 

 



 

 



 

 



 

 



 

 



 

 

 



 

 



 

 



 

 



 

 



 

 



 

 



 

 



 

 



 

 


